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1.
Introduction

In CT1, whilst the work on EMC1 for the IMS CN has been ongoing for sometime, the work on the PS domain access to realise the IMS emergency service and sessions has been rather slow. Furthermore whilst the EMC1 work on IMS CN has been taking into account a terminal without a UICC, the PS domain access by a ME without UICC has hardly been addressed. 

In LS S2-063461/C1-061949 SA2 indicated that they had some discussions on these topics but before proceeding, SA2 would like CT1 to "to give guidance on a preferred stage-3 solution, which would ideally minimize the impact on the current GPRS specifications and on the implementation complexity in the UE and the network, whilst improving the efficiency of emergency GPRS access". 
This contribution wishes to initiate some discussions on just these unaddressed topics and provide material for discussions in CT1 when considering the complexity of implementation for UE and the Network and the likely extend of changes to CT1 specifications for the likely solutions that SA2 has itemised in S2-063461/C1-061949.
Note: 
Throughout this contribution when the term "UICC-less" is used, it also extends to the case of invalid UICC.
2.
Discussion
EMC1 requires that IMS emergency sessions from a ME without a UICC must be supported. So solutions however simple and easy to implement but do not support UICC-less cases cannot be considered.
Additionally, SA2 in LS S2-063461/C1-061949 made clear that any chosen PS domain access mechanism must further work in the A/Gb mode as PS emergency session must be supported in the A/Gb mode.

Further in S2-063461/C1-061949, SA2 has already considered four solutions, namely:- 

1. Including an new “Emergency Indicator” in the existing GMM Attach message sent towards the SGSN

2. Defining a new Attach Type “Emergency Attach” to be sent in the GMM Attach Request message towards the SGSN

3. Defining a new Attach procedure and message “Emergency Attach Request” to be sent to the SGSN

4. Re-use of the Service Request procedure for attach in the case of Iu mode (an additional mechanism would be required for A/Gb mode)

While this contribution does not exclude any further solutions, the examinations here given are only for those four solutions that SA2 has looked into.
2.1
High Level Comparisons

The following table (Table A) aims to provide a comparison of the 4 different solutions to changes to specifications and the GMM machine in UE and NW. The mention of changes is at an extremely high level and there is no intention to identify the exact 24.008 procedures and sub-procedures that need changing.


	
	For UE with UICC in Iu
	For UE with UICC in A/Gb
	For ME without UICC

	New IE "Emergency Indicator" in normal GMM Attach procedures
	· Changes to existing message handling.

· Changes to GMM procedures.

· Changes will be to Specs, existing GMM machines in UE and NW
	· Same as for UE with UICC in Iu


	· Presently, ME without UICC does not run GMM machine.
· Existing UE with invalid SIM stays GMM Deregistered until power cycle.
· Presently, NW GMM procedures do not support UICC-less transactions.
· New set of process handling required for both UE and NW

See also Note1.

	New Attach Type "Emergency Attach" in normal GMM Attach procedures
	· Changes to existing message handling.

· Changes to GMM procedures.

· Changes will be to Specs, existing GMM machines in UE and NW
	· Same as for UE with UICC in Iu


	· Presently, ME without UICC does not run GMM machine.

· Existing UE with invalid SIM stays GMM Deregistered until power cycle.
· Presently NW GMM procedures do not support UICC-less transactions.
· New set of process handling required for both UE and NW

See also Note1.

	New message with new procedure (eg. EMERGENCY_ATTACH)
	· New procedure needed.

· Can be "kept" separate from or by-pass existing GMM.

	· New procedure needed.

· Can be "kept" separate from or by-pass existing GMM

	· New procedure needed.

· Can be "kept" separate from or by-pass existing GMM

See also Note 2.

	Re-use Service_Request
	· No changes to existing message handling.

· Little changes to GMM procedures as Service Request is somewhat detached from actual GMM machine.
· Some exceptions but minimal changes to Specs, existing GMM machines in UE and NW
	· New procedure needed.

· Can be "kept" separate from existing GMM in A/Gb but exceptions still has to be made to existing A/Gb GMM machine. These exceptions apply to UE and NW.

	· Seen to mirror UICC-less CS emergency call.

· Because Service Request is somewhat detached from GMM machine, adaptations to run Service Request for UICC-less case is likely to limit changes to GMM

See also Note 3.


Table A
Note 1:
Present ATTACH ACCEPT and the manner GMM Attach procedure utilises security contexts and provides and manages temporary identities just does not cater for a ME without UICC. For instance, GMM ATTACH ACCEPT can only be accepted when it is integrity protected. Adapting these long established working principles so that Attach procedure can be run between a UICC-less terminal and NW will require some widespread changes.
Note 2:
A new procedure can be designed to particularly take into account ME without UICC cannot perform security procedures. Such designs can leave existing GMM procedures untouched.
Note 3:
To take the case of integrity protection of L3 messages, changing GMM so that Service_Accept can be accepted non-integrity protected (just like for the CS domain) can be relatively small a change
2.2
Inter-Layer Considerations

A further area that needs examining is that between the Application Layer (which recognizes that human user has keyed in an emergency call/session), the GMM machines and the RRC layer. Today's CS domain, there is existing "plumbing" that enables the CS emergency call to be initiated and executed for both a UE with a UICC and for UICC-less terminals. Whilst such "plumbing" is implementation dependent, the CS domain's use of CM_Service_Request to support the UICC-less emergency call has allowed that "plumbing" to almost by-pass the MM machine. By analogy a "plumbing" must also exist for the PS stack of the UE. The objective should be to maintain, re-use or replicate the existing "plumbing" rather than redesign a whole new way of interfacing from the Application Layer to GMM and to RRC layer. Table B gives a quick examination of each of the four solutions and how the plumbing would have to change or can be re-used.
	
	Inter-Layer "plumbing" impacts

	New IE "Emergency Indicator" in normal GMM Attach procedures
	· Application decides on CS or PS domain for emergency call. 
If CS, existing "pipe" to almost by-passes MM machine. 
If PS, need to interface direct to GMM machine
(because the GMM Attach procedure is used).

· An asymmetrical interface method required.

	New Attach Type "Emergency Attach" in normal GMM Attach procedures
	· Application decides on CS or PS domain for emergency call. 
If CS, existing "pipe" to almost by-passes MM machine. 
If PS, need to interface direct to GMM machine
(because the GMM Attach procedure is used).

· An asymmetrical interface method required.

	New message with new procedure (eg. EMERGENCY_ATTACH)
	· Application decides on CS or PS domain for emergency call. 
If CS, existing "pipe" to almost by-passes MM machine. 
If PS, replicate existing "pipe" and almost  by-pass existing GMM machine.

· Symmetrical interface between Application Layer and MM/GMM.

	Re-use Service_Request
	· Application decides on CS or PS domain for emergency call. 
If CS, existing "pipe" to almost by-passes MM machine. 
If PS, replicate existing "pipe" and almost  by-pass existing GMM machine.

· Symmetrical interface between Application Layer and MM/GMM.


Table B
3.
Wrapping up
Although it is easy to suggest that a ME without UICC making an emergency call is not a common occurrence, the fact is that that use case must nevertheless be supported. Thus when evaluating solutions, we must not be tempted to pick solutions that is easy to implement to support the normal emergency call case where UE has a UICC but that those same solutions lead to excessively difficult adjustments for the UICC-less case. Precisely because UICC-less emergency sessions are infrequent but yet a solution must still be an implemented in UE and NW, any solutions we consider should avoid elaborate impacts to existing signalling and protocol specifications and machines, and avoid unnecessary impacts to existing UE and NW implementations.
